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B ac kg ro u n d 
P State and Local Public Safety have been allocated 24 MHz in the 

upper 700MHz band (764-776/ 794-806) that will be cleared 
pursuant to current leg islation. 

b This spectrum was channelized years ago to support voice and 
wide band (limited) data services. 

P Technologies advancements have surpassed the capabilities of 
the current channel plan. 

P To meet the broadband requirements of the public safety 
community, the wideband data channels in 700 MHz should be 
rechannelized to permit exclusive deployment of a commercial 
broadband technolow providing for: 
> Improved efficiency and capabilities 
> A competitive environment for network deployment and device 

procurement 

P Dedicated 700MHz broadband networks are a building block for 
truly interoperable public safety communications networks. 
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US Public Safetv SDectrum Allocation 

138-144 

2x6 M I h  allocated for 
Public Safety Wideband. 
2x6 MHz allocated for LMR 

Public Safety Broadband 
“Incident Area Communications” 
Re-banded 802.16 & 802.11 
Currently in standardization 

I 
I 

“Upper 
700” 

406420 764776t 806-824 Frequency 

-1 . . . .  . . . . . .  . . .  . . . . . 

. .  . 

30kHz 3MHz 30QMHz 

Land Mobile Radio (LMR) 

Total Allocations: 
State and Local Public Safety: 97.2 MHz nationwide 
Federal Public Safety: 24.5 MHz nationwide 

tcurrently occupied by TV channels 
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High-speed Wireless Data increasingly important 
to Public Safety / Homeland Security operations 
Xommercially-proven, high-speed mobile data capabilities are 

critical to enhancing mission capabilities in both a fime/y and 
cost-effective manner 
- Mission- critical needs driven by multi-media applications include: 

Real time Video 
Images 
Automated Dispatch 
Multimedia Alert 
Rea time monitoring and data transmission for everything from sensors to 
emergency health and disaster recovery incidents. 

Public Safety's wide band spectrum in i _ _  _ _ _ _  __  _ _ _ _ _ _ _  
be rechannelized to accommodate the commercial 
broadband technologies that support these 
functions. 

Y I 



Network Considerations Also Critical 
PSpectrum is not the only key to the development 

and deployment interoperable communications 
PNetwork elements are equally important 
>New standardized technologies like the IP 

Multimedia Subsystem (IMS) can play a critical role 
in allowing disparate devices to communicate 
seamlessly in a secure environment 
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Conclusions 
P Re-banding public safety’s 700 MHz wide-band channels to 

exclusively accommodate a broadband commercial wireless 
technology is sound public policy because it will: 
> Increase per-user throughput 

> Improve overall capacity 
P Foster increased efficiency and capabilities; and 
> Allow for competition 

>Public safety’s broadband needs can be best addressed in today’s 
environment by rechannelizing the “wide band” portion of the 
70OMHz “public safety” spectrum to provide for deployment of three 
(3) I .25 MHz carriers surrounded by I . I 2  MHz guard bands on 
each side to protect NB services from BB services and vice versa. 
> Single block of 3 carriers can be reused by every jurisdiction 
> Supports higher per user data rates and bandwidth public safety 

applications (video) 
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TIA902 vs. cdma2000 
TIA902 

Peak supported user rate: 690 kbps 

I T1A902's iow peak rates limit 
the applications that can be deployed. 

I Rate not high enough over large 
portion of cell to support high 

resolution video 
neeLl 
- 

Channels can not be reused in neignuuring cells 
(frequency reuse factor >12 required to support 
high data rates) 

I Deployment of TIA902 requires 
careful fi-equency planning/coordinat i on 

I number ofchaiinels that can be 
assigned within a j urisdiction. 

cdma2000 

Peak supported user rate: 3.1 Mbps 

hi 
(>500kbgs) for multiple 

users simultaneously 

Same channels used in adjacent 
cellslsectors (frequency reuse 
factor = 1). 

SuIlie ,lLanllJs used throughout 
the network 

10 



c 
CL 

t 
G 

v: 

4 
F 
W 
0 
h, 

D a 
0 
fu 



Public Safety Communications Network* 
‘“Statement of Requirements for Public Safety Communications & Interoperability,” 
SAFECOM Program, Department of Homeland Security, Version 1 .O, March 10,2004 

(e.g., health monitor, hazardous 
materials sensor, breathing apparatus) 
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Public Safety Broadband Needs: incidents 
Most broadband communication confined to Incident Area Network 

Images, video to/from incident command station 
Likely wmid on 

4.9 GHa 23pwImm 
Images, video between on-scene personnel Public safety 

Firefighter health, status, location 

Some incident area traffic carried 
on Jurisdictional Area Network 

Images, video tdfiorn incident 
command station (Maps, 
surveillance, on-scene photos, . . .) 

Victim telemetry (EKG, vitals) 
Text alerts (situational awareness) 
Database Access (Hazmat, . . .) 
Mission Critical traffic carried on dedicated 
Public Safety Wideband 700 MHz Spectrum. 
Commercial wireless data service for non-mission 
critical applications. 
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Jurisdictional Area Network Broadband 

Trans act ion type 

Data Carrying capacity 
Transaction Load which could be supported by 3 cdma2000 
carriers in Public Safety 700 MHz 

High Resolution Video 
Low Resolution Video 
Text Alerts 
Database Queries 
Patient data streaming 

_ .  I 

High Resolution Image 1-5 imageslminute @ 2.2 M bytelimage (5. I megapixel camera) 

-3 simultaneous realtime ideo  feeds @ 500 kbps mpeg ideo 
-30 simultaneous realtime ideo feeds @ 50 kbps mpeg ideo 
-22,500 alertslminute a500  byteslalerl 
-2,250 Database queriedminute @ 5 kbyteslaccess 
-15 simultaneous patient data streams (EKG, ...) @ 100 kbpdstream 

I Low Resolution Image 1-280 imageslminute @ 40 kbytelimage I 

Incident scenarios in SAFECOM SoR illustrate Incident and 
Jurisdictional Area Network data needs 
Most data-intensive scenarios for JAN: 

Terrorist Car Bomb (video transmission, imaging, remote patient monitoring) 
1 simultaneous video transmission from incident area to Emergency Operation 
Center, limited distribution of images (maps, building plans), text alerts 

TIA-902 will not support public safety’s needs for mission-critical video. 
Commercial broadband technologies needed to support public safety data 
application needs. 
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